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ABSTRACT:  Mobile Government (MG) applications provide services anytime from anywhere at less time, 
lower costs, and efforts. However, the security and privacy concerns of MG applications might influence the 
acceptance level of these applications by the citizens. MG applications acceptance by users has several 
challenges such as security and privacy. This study investigates the mediating effect of the motivation of 
use on the relationship between security and privacy, and the actual use of MG applications. Security and 
privacy are independent factors in this study.  The data in this study is collected using questionnaires 
among 513 Jordanian citizens. The questionnaires are constructed based on Technology Acceptance Model 
(TAM) to investigate the mediation role of motivation factors (usefulness and ease of use) in the relationship 
between security and privacy and intention and attitudes of using the MG applications. The data are analyzed 
using AMOS in terms of Structured Equation Model (SEM). The results show that privacy concerns affect the 
motivation to use M-government applications. This paper contributes in expanding the acceptance factors of 
MG applications with the inclusion of security and privacy factors. The results show that related to the 
privacy affects to use MG applications that should be assured to enhance the acceptance of M-government 
applications. Although security is important, the citizens do not believe that security has some effects on the 
acceptance level of the M-government application. The research fills the gap of study on the motivation to 
use MG application based on the security and privacy toward the actual use of MG applications. 

Keywords: Mobile applications, Mobile government, Government services, security, privacy, acceptance. 

Abbreviations: MG, Mobile Government; TAM, Technology Acceptance Model; SEM, Structured Equation Model; 
CFA, Confirmatory Factor Analysis. 

I. INTRODUCTION 

Mobile applications are easy, user-friendly, inexpensive, 
downloadable and run on most of the mobile phones 
including inexpensive and entry-level phones [30, 44]. 
Mobile Government (MG) has the potential of delivering 
real-time location-based information on demand, 
performing transactions, and most importantly use the 
mobile network to reach citizens and provide new 
customized services [33]. M-government is considered 
as a subset of e-government comparing another 
channel to provide government information and services 
[17, 20, 24, 37]. This helps in reducing the time and 
efforts required to achieve governmental services. [37] 
showed that citizens now regard the mobile application 
as one of the favorite channels in preference to other 
channels such as the World Wide Web and face-face. 
And so, adopting the concept of mobile applications 
turns to be a key step to attain the various governmental 
services related to the life of citizens. 
Several studies have recently found that the mobile 
applications’ key components lie in the privacy and 
security features [18, 27, 29, 32, 34, 45]. The concept of 
security encompasses all related to the protective 
processes of information and services from damaging 
and attacking the authority structure of the services and 
information accessing such as the use of passwords in 

several processes by the users. The mobile 
applications’ concerns resulting from security and 
privacy can reduce the aforesaid applications’ trust 
level, affecting the process of approval of the use of 
mobile applications by various citizens. The research 
focuses on investigating the role of security and privacy 
in the acceptance of MG applications in Jordan. The 
following section presents the theoretical considerations 
of the study, section 3 clarifies the research 
methodology, section 4 discusses the study results 
based on the collected data, and section 5 provides the 
study conclusion and future works. 

II. THEORETICAL CONSIDERATIONS 

The use of technology acceptance models. i.e. the TAM 
model is strongly used to measure the MG applications’ 
acceptance. During the 1970s, several organizations 
have adopted these systems sue to the increasing 
boom of information technology. The organizations 
notice that the information system adoption fails due to 
users' rejection of the use of the new system.  In 1985, 
Fred Dav develops TAM to measure the users’ 
acceptance of use the technology systems to assure the 
success of the adoption of the system [15]. Fig. 1 
presents the TAM structure that would be adopted to 
measure the motivation levels of using technology 
systems and evaluated the actual use of the systems. 

e
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Fig. 1. TAM Main Structure. 

The core conceptual model of TAM  structured as four 
layers as follows: (1) The external variables that could 
affect the using of the systems such as technology 
skills; (2) The motivation of using the technology 
systems that consists of the usefulness and the ease of 
using the technology system. The usefulness “the 
degree to which an individual believes that using a 
particular system would enhance his or her job 
performance.”, while the ease of use “the degree to 
which an individual believes that using a particular 
system would be free of physical and mental efforts” 
[12]; (3) the attitudes toward the user of the systems; 
and (4) the intention of using the technology system. 
Based on the TAM structure, there are many external 
factors effects on the motivation of using the M-
government applications. Security is considered as an 
independent acceptance factor of MG applications. One 
of the main conditions to use the M-movement 
applications by the users is that they need to trust that 
the data used is strongly protected. Another important 
factor the privacy is that this factor is also an 
independent acceptance factor of M-government 
applications [4, 5, 8, 14, 29, 34, 36, 39]. The users need 
to trust that there are no strange persons who can 
access their services accounts through illegal capturing 
of accessing data. 
The security of mobile applications can be defined as 
the protection of data, information, and services from 
attacked or damaged. The attacker tries to steal or 
damage the information and services using many 
threats like viruses and illegal deception. On the other 
hand, the privacy of mobile applications can be defined 
as to prevent the illegal authority of users’ accounts or 
information. Some users can steal or damage other 
users’ information by stealing their accessing authority 
(e.g. passwords and access cards). 
In terms of MG applications, the flow of experience 
external factor is related to the security and privacy of 
M-government applications [5, 19]. The users are 
provided with the advantage of using the M-government 
application’s security and privacy performance level 
because of the high level of skills and experience. Thus, 
they can apply the security and privacy procurers in a 
useful manner. Also, the characteristic of M-government 
applications such as accessibility and availability 
another external factor that related to security and 
privacy of these applications [7, 21]. Security and 
privacy performance should agree with the 
characteristics of M-government applications. For 
example, users should have secure connections and 

adequate mobile features to use M-government services 
anytime and from anywhere. 
The above external factors could affect the motivation of 
using MG applications by the citizens. Based on the 
TAM acceptance model, two motivational factors could 
measure the user's acceptance of MG applications. 
These motivational factors are the usefulness and ease 
of using the applications. The usefulness a motivational 
factor that measures the degree to which users believe 
that using M-government applications would enhance 
the provided services [2, 4], while the factor of easy use 
helps in measuring the degree of users’ insight that the 
application of M-government has zero mental and 
physical efforts [2, 4]. 
The motivation of using the MG application led to the 
actual use of these applications. The actual use of the 
M–government applications by the users represents the 
real action of the user's acceptance of these 
applications. According to the TAM model, the actual 
use of the applications can be measured using two 
important factors which are the attitudes and the 
intention. The attitude dependent acceptance factor to 
measure the actual use of M-government applications. 
The attitudes reflect the positive/negative stand of the 
users toward the use of M-government applications [2, 
6].  On the other hand, the intention factor is dependent 
(actual use), along with the attitude factor. The intention 
of use aims to measure the future real actions of the 
users toward the use of M-government applications [2, 
42]. 
Furthermore, security and privacy factors affect 
motivation factors, usefulness, and ease of use. The 
motivation factors are considered as mediation factors 
on the relationship between the independent factors (i.e. 
security) and the dependent factors which the actual 
use of M-government applications. The actual use 
factors include two main dimensions which are the 
attitudes toward the M-government application and the 
intention to use these applications. 
Simply put, the theoretical model in the research intends 
to investigate the role of security and privacy factors in 
the motivation of acceptance of using M-government 
applications and the impact of the role on the actual use 
of these applications. Two external factors are identified 
(Flow of experience, and Application characteristics) 
that are related to the security of M-government 
applications. The users are required to acquire the skills 
and knowledge related to the use of mobile applications 
to attain a full understanding of the level of the privacy 
and security features related to the M-government 
applications and be more familiar with the use of 
methods of privacy and security properly. Also, the 
characteristics of M-government applications are such 
as accessibility and availability of M-government 
applications external factors of security and privacy.  For 
example, the users may not have adequate mobile 
pieces of equipment such as internet connection and 
devices to use the M-government applications, thus, the 
security and privacy performance will not motivate them 
to use these applications due to low owned mobile 
requirements. 
Based on the TAM, The independent factors could 
affect the motivation factors of M-government 
applications which are the usefulness and the ease of 
use. Security and privacy should improve the usefulness 
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of M-government applications through a high-
performance level of security. The low security and 
privacy level could harm the usefulness of the M-
government applications. Conversely, various complex 
steps related to the concepts of privacy and security 
play a key role in affecting the easy use of the M-
applications. 
Concerning TAM, the connection between the 
independent factors (security and privacy) and the 
meditating factors (usefulness and ease of use) could 
have an important impact on the actual use of M-
government applications. The actual use factors are 
considered as dependent factors, whereby the 
acceptance of the M-government application is reflected 
by the users' attitudes and intentions to use the M-
government applications. Without the positive altitudes 
and real intention to use the applications, the 
acceptance of M-government applications will fail. 
Figure 2 illustrates the connection between the various 
research factors. Take into account that there are two 
external factors (experience of flow, and application 
characteristics) that could affect the security and 
privacy.     

 

Fig. 2. Connections among the Various Research 
Factors. 

In light of the above discussion in one context of the 
theoretical model of M-government applications 
acceptance, the research focuses on the trust in 
services of security and privacy of M-government 
applications in connection with the users' acceptance of 
these applications (Fig. 3). By assuring the external 
factors and security and privacy, the users would be 
encouraged to accept and use M-government 
applications. These assumptions require to test the 
seven main research hypotheses, which are as the 
following: 
H1: The security is an important factor for the 
acceptance of M-government applications. 
— H1a: There is positive relationship between the M-
government characteristics (availability and 
accessibility) and the security of the M-government 
application. 
— H1b: There is a positive relationship between the flow 
of experience and the security of the M-government 
application. 
H2: The privacy is an important factor for the 
acceptance of M-government applications. 
— H2a: There is a positive relationship between the M-
government characteristics (availability and 
accessibility) and the privacy of the M-government 
application. 
— H2b: There is a positive relationship between the flow 
of experience and the privacy of the M-government 
application. 

H3:  There is a positive relationship between H1 (H1a 
and H1b) and the usefulness of the M-governments 
applications. 
H4:  There is a positive relationship between H1 (H1a 
and H1b) and the ease of using the M-governments 
applications. 
H5:  There is a positive relationship between H2 (H2a 
and H2b) and the usefulness of the M-governments 
applications. 
H6:  There is a positive relationship between H2 (H2a 
and H2b) and the ease of using the M-governments 
applications. 
H7: There are the mediating effects of the motivation of 
using the M-government applications (usefulness and 
ease of use) on the relationship between the 
independent factors and the actual use of the M-
government applications (attitudes and intention).   

 

Fig. 3. Research Model. 

III. RESEARCH METHODOLOGY 

This section gives an insight into the method adopted in 
this study together with the techniques, method of 
analysis, data collection setting, study population, and 
study sample. Various sources are used to prepare the 
questionnaire adopted in this study so that the 
acceptance of using the M-government applications by 
the citizens in the Hashemite Kingdom of Jordan in 
terms of the variables of security and privacy. To 
achieve the objective of the questionnaire, the 5-level 
Likert scale is factored in as follows: 1 for Strongly 
Disagree (SD), 2 for Disagree (D), 3 for Neutral (N), 4 
for Agree (A), and 5 for Strongly Agree (SA) [1, 3, 13, 
28, 35, 40]. Due to its high level of focus and capability 
of producing relative response averages more than the 
lower and higher scales, the 5-level Likert scale is 
strongly adopted in this study [16]. 
The validity of the adapted questionnaire is judged by 
five Jordanian experts. The final questionnaire draft is 
prepared according to the collated feedback from the 
experts to assure the questionnaire validity. Another 
important part of the questionnaire is that because the 
respondents’ mother language is Arabic, the 
questionnaire is translated into the Arabic language. 
Then, it is distributed to the respondents in Jordan. 
Later on, the questionnaire is collated from the 
Jordanian respondents to complete the procedures 
related to the analysis of the responses. For testing the 
total hypotheses of this study because of the theoretical 
model’s the mediating structure, the Structured Equation 
Modeling (SEM) using AMOS software is used. The 
links between constructs of a structural equation model 
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may be estimated with independent regression 
equations or through more involved approaches. 

IV. DISCUSSION OF THE RESULTS 

The section presents the discussion of the results 
including the demographic analysis, confirmatory Factor 
Analysis (CFA), descriptive Analysis, and the Structural 
Equation Model (SEM). 
There are 8 demographic variables analyzed to ensure 
that the collected data useful to address the research 
aim. The demographic variables are; (1) gender, (2) 
age, (3) education level, (4) occupation, (5) Experiences 
of using mobile applications, (6) marriage status, (7) 
using of mobile per-week, and (8) living province. The 
gender variable analysis shows that 69% of all 
respondents (352 respondents) are male, while 31% of 
the respondents (161) are female. On the other hand, 
the analysis of the age variable shows that the age of 
most respondents is between 20-40 years. Moreover, 
the analyses of the education level variable show that 
most respondents (53% of all respondents) have a 
university degree, followed by the respondents that 
have medium college qualification (18% of all 
respondents), then the respondents that have a 
postgraduate qualification (18% of all respondents). 
Furthermore, the analysis of the occupation variable 
shows that 42% of all respondents (218 respondents) 
are governmental employees. The business sector 
employees represent 32 % of the respondents' total 
(162 respondents). 
The fifth demographic variable is the experience of 
using mobile applications. The analysis of the variables 
shows that all respondents are using mobile 
applications. The sixth demographic variable the 
marriage status. The analysis of the variables shows 
that most of the respondents are married (64% of all 
respondents), while 36% of the respondents are single. 
The seventh demographic variable the time of using 
mobile applications per week. According to the analysis 
of the variable, most of the respondents (48%) are using 
mobile applications for less than 12 hours per week. 
30% of all respondents are using mobile applications for 
12-24 hours per week. 22% of respondents' total using 
mobile applications for more than 24 hours per week. 
The last demographic data the living province of the 
citizens. The analysis of the variables shows that most 
of the respondents (41% of all respondents) are living in 
Amman (the capital of Jordan). 18% of all respondents 
are living in Irbid city, 14% are living in Zarqa city, 5% 
are living in Mafraq city, 4% are living in Balqa city, 3% 
are living in Tafila, 3% are living in Aqaba, 3% are living 
in Karak, 3% are living in Ma'an, 2% are living in 
Madaba, 2% are living in Jarash, and 2% are living in 
Ajloun. 

V. CONFIRMATORY FACTOR ANALYSIS AND 
DESCRIPTIVE ANALYSIS 

The section presents the Confirmatory Factor Analysis 
(CFA) to test the accuracy of the collected data (model 
fit). First of all the three data screening processes are 
conducted to assure the model validity; (1) missing 
value, (2) remove outlier, and (3) assessment of data 
normality. All of these analyses confirm the validity of 
the model data. [43]Mentioned that accepted missing 

values 0.05 for each first order variable in the 
questionnaire. As a result, 513 responses out of 548 
returned questionnaires are acceptable to involve the 
data analysis in the research. 
Furthermore, the data normality is another conducted 
analysis to confirm the data validity. The data normality 
aims to estimate the normal distribution of the 
questionnaire responses. The normal distribution of the 
data indicates the good relationship between the item 
responses to support the validity of the study variables. 
By using AMOS, two normality assessments are 
conducted; (1) Skewness, whereby the average of the 
data normal distribution should fall in the range -3 to 3; 
and the Kurtos, whereby the average of the data normal 
distribution must fall in the range -7 to 7. Both Skewness 
and Kurtos tests are accomplished using the AMOS 
tool. The normality test shows that all responses belong 
to the normal distribution of the applied tests. Hence, 
the collected data are interrelated to support the 
modeling of the study variables, which allow the next 
analysis steps such as CFA. 
Based on the data screening tests, the CFA model for 
performed depend on 37 items is distributed on eight 
main variables of first-order construction; There are 
many CFA analyses are conducted to assure the 
reliability and validity of the model data such as the 
factor loading, goodness of fit indices, reliability, and 
convergent validity, and discriminant validity. 
Based on all 37 items included in the overall CFA model 
analysis, the validity test (factor loading test)  is applied 
to determine the correspondence level among the items 
in each factor. It is maintained that the factor of loading 
related to the acceptance level (validity) is required to 
be more than 0.5 [38]. According to the factors loading, 
30 items can effectively represent the eight first-order 
construction in the model. 
There are 7 items are eliminated from the final model. 
However, the entire 30 items stay represent all factors in 
the study. The flow experience factors represent 3 items 
(FE1, FE2, and FE3), the application characteristics are 
represented by 3 items (AC1, AC2, and AC3). On the 
other hand, security is represented by 3 items (ST1, 
ST3, and ST4). The privacy is represented by 4 items 
(PT2, PT3, PT4, and PT5). Moreover, the ease of use of 
mobile applications is represented by four items (EU1, 
EU2, EU3, and EU4). The usefulness of using the 
mobile application is represented by four items (UF1, 
UF2, UF3, and UF4). Furthermore, the attitude toward 
using M-government applications is represented by four 
items (AT1, AT2, AT3, and AT4). The intention of using 
the mobile application is represented by five items (IN1, 
IN3, IN6, IN7, and IN9). 
In light of the whole thirty items factored in the amended 
model, the reliability and convergent validity tests are 
conducted. The reliability coefficients (Cronbach alpha) 
are 0.921 for the intention dimension, 0.952 for the 
attitudes dimension, 0.944 for the usefulness dimension, 
0.951 for the ease of use dimension, 0.916 for the flow 
experience dimension, 0.937 for the dimension of 
application characteristics, 0.84 for the privacy, and 
0.824 for the security. Hence, the reliability acceptable 
for all included dimensions in the modified model.  
Furthermore, the composite reliability of each dimension 
strong (> 0.7) based on the related path with other 
dimensions. In conclusion, the reliability of the modified 
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model very good and indicates careful data filling by the 
respondents.  On the other hand, the coregent validity 
based on the AVE test shows that all dimensions are 
above the acceptable cut point of the valid relationships 
between the dimensions (> 0.5). The AVE test records 
0.702 for the intention dimension, 0.831 for the attitudes 
dimension, 0.81 for the usefulness dimension, 0.83 for 
the ease of use dimension, 0.784 for the flow 
experience dimension, 0.833 for the dimension of 
application characteristics, 0.595 for the privacy, and 
0.611 for the security. The indicates the good 
interrelation between the items of all dimensions. 
To measure the model’s fit side, the study adopts using 
the RMSEA test as the data threshold’s value is 
required to be less than 10%. RMSEA working on 
finding the errors of the correspondence between the 
data. Thus, the smaller RMSEA coefficient indicates the 
high corresponding between the model data. Other 
important indices that can test the model fit are the GFI, 
AGFI, CFI, TLI, IFI, and χ2/df. 
The good interrelationships among the data of the entire 
thirty items related to the final form of the model are 
confirmed by the results representing the fit indices’ 
goodness. As put by [26], the GFI coefficient is found 
0.872 while the acceptable cut value of the GFI shall be 
more than 0. As for the cut value of the Adjusted GFI, it 
reaches 084. As indicated by [11], this cut value is 
considered an acceptable fit indicator (i.e. > 0.8). Still, 
the CFI, TLI, and IFI indices’ acceptable values shall be 
more than 0.9 [9], [25]. The entire aforesaid tests reach 
acceptable fit values, being 0.947 for the CFI coefficient, 
0.938 for the TLI coefficient, and 0.949 for the IFI 
coefficient 0.947 respectively. Furthermore, the RMSEA 
one of the most important tests to assure the fitness of 
the BPM model, and the coefficient of RMSEA must 
below 0.1 [41]. 
As for the RMSEA test, it reaches 0.065 making it an 
acceptable coefficient to the study as it shows the 
fitness feature among the whole model items. The 
results representing the entire tests are parallel with the 
degree of the adequacy of the X2/df (3.159), which is 
considered less than the cut value of 5. Accordingly, the 
amended CFA model is regarded as fit. 
To test the relationship between the model factors, the 
discriminant validity is conducted on the overall model. 
The discriminant validity test is regarded as a central 
element to verify the interrelation among the modified 
model’s dimensions. The discriminant validity is different 
from the correlation test; it estimates the relationship 
between the dimensions and the square root of the 
average variance extracted for each dimension [22].  
Kline [31] mentioned that the accepted discriminant 
correlations among the dimensions should below 0.85, 
and the discriminant correlations among the items in the 
same dimension should near to 1. The discriminant test 
shows that the inter-correlations are valid in/among all 
dimensions in the modified model, which indicates a 
strong interrelation level between the model factors. The 
inter-correlation is less than the r2 of the average 
variance extracted from each dimension (0.838, 0.912, 
0.9, 0.911, 0.886, 0.913, 0.771, and 0.782 respectively 
for intention, attitude, usefulness, ease of use, the flow 
of experience, application characteristics, privacy, and 
security), whereby the discriminant validity of the 
modified model confirmed. Figure 4 illustrates the CFA 

of the overall model in the study.  [Intention=IN, 
Attitude=AT, Usefulness=UF, Ease of use=EU, Flow of 
experience=FE, Application Charactertics=AC, Privacy 
=PT, and Security=ST] 
 

 

Fig. 4. CFA of overall model. 

Based on the modified model, the descriptive analysis is 
conducted using 30 items that are distributed on eight 
main variables that are related to the using of M-
government applications; the flow of experience, 
application characteristics, security, privacy, usefulness, 
ease of use, attitudes, and intention. The main aim of 
the descriptive analysis to understand the directions of 
the respondents' opinions about the study variables. 
The items are analyzed based on the 5-Likert scale; 1 
for Strongly Degree (SD), 2 for Degree (D), 3 for Neutral 
(N), 4 for Agree (A), and 5 for Strongly Agree (SA). 
In terms of the experience of a flow variable, the 
respondents have good experience in using mobile 
applications. The respondents have good skills in using 
mobile applications (FE1). They do not face critical 
challenges in using mobile applications (FE2). The 
respondents prefer to use mobile applications to 
accomplish their services (FE3). These results indicate 
that citizens prefer the use of m-government 
applications in their daily life, and the citizens have the 
required skills to use mobile applications. 
The results of mobile application characteristics show 
that the respondents prefer using mobile applications 
due to many reasons such as accomplishing the 
services at any time and from anywhere. The 
respondents see that the M-government applications 
provide access to the services at any time (AC1 and 
AC3). On the other, the respondents see that the M-
government applications are effective to accomplish the 
services from anywhere and at any time (AC2). Hence, 
the characteristics of M-government applications 
motivate citizens to use these applications in their daily 
life services.   
The descriptive analysis of the security variable shows 
that the respondents have several concerns about the 
security of M-government applications. The respondents 
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see that the security-critical requirement to accept M-
government applications (ST1). The respondents see 
that their information may hack or steal when they use 
the M-government application (ST3). Yet, the study’s 
respondents believe that it is one of the safest matters is 
to the utilization of the M-government services (ST4) in 
several fields related to their life.  Hence, it is necessary 
to provide a high level of M-government applications to 
assure the user's acceptance of these applications. 
The descriptive analysis of the privacy variable shows 
that the respondents have any concerns about the 
privacy of M-government applications. The respondents 
see that the services' privacy is an important 
requirement for the use of M-government applications 
(PT2). The respondents are afraid of snatch their 
personal information by strangers (PT3). The 
respondents' concerns about sharing their personal 
information with third-party organizations (PT4). Another 
concern is the unintended use of personal information 
by governmental agencies. In summary, the 
respondents need to assure the high-level privacy of the 
M-government applications to trust the use of these 
applications.  
In terms of the usefulness of using the M-government 
applications, the respondents are motivated to use the 
M-government applications due to the usefulness of 
these applications. The respondents see that the M-
government application could save the time of 
accomplishing the services (UF2). Thus, these 
applications can improve various M-government 
services (UF1).  Besides, mobile services are an 
enjoyable experience (UF4), which motivates the use of 
M-government services by the citizen. In total, the 
respondents see that the M-government application 
would add many benefits to their life (UF3). 
The descriptive analysis of the ease of use of the M-
government applications shows that the respondents 
are motivated to use the M-government applications due 
to the ease of using these applications. The 
respondents see that it will be easy to use M-
government applications (EU1 and EU2). It is easy to 
become skillful at using mobile government applications 
(EU3). Altogether, the respondents find the use of M-
government applications helpful and simple to use 
(EU4). 
Concerning the attitudes toward the use of M-
government applications, the respondents provide 
positive attitudes toward the use of M-government 
services. The respondents see that M-government 
applications are a good idea (AT1). They believe that 
the use of mobile applications fashionable (AT3). 
Furthermore, the respondents see that the use of M-
government applications would save the time and efforts 
of accomplishing governmental services (AT2 and AT4). 
The results show the Jordanian citizens’ positive beliefs 
concerning the adoption of M-government applications 
because of the beneficial gains attained from putting 
these applications into action in real-life situations.   
In the context of the intention of using the M-
government applications, the respondents in total intend 
to use the M-government applications for many services 
such as civil services (i.e. passport producing and 
renewing), civil defense services (i.e. investigation of 
phone bills), and police services (i.e. notice of traffic 
accidents). The respondents intend to recommend 

others to use M-government applications.  These results 
represent the importance of the M-government services 
for the citizens, whereby there high intention to use the 
M-government applications by the citizens. 

VI. STRUCTURAL EQUATION MODEL AND 
HYPOTHESES TESTING 

The structural equation model is ranked second as a 
significant process in the SEM statistical analysis. Also, 
the relationships amongst the variables are evaluated 
once the validation process of the measurement model 
is completed. Importantly, the structural model presents 
a great amount of related data on the relationship 
between dependent or endogenous variables and the 
independent or exogenous variables. First, it centers on 
the total fit model, alongside the direction, size, 
importance of the hypothesized parameter estimates. 
The one-headed path diagram explains this in detail, 
while the final phase encompasses the structural 
model’s confirmation. To achieve this in the study, there 
shall be an analysis of the suggested relationship 
between the assessed and identified variables. 
Redrawing the paths among the variables in the 
amended model is strongly required to make an 
effective SEM test. Having the model items’ correlations 
retested assists the model fit in decreasing the degree 
of the indirect or hidden relationship among the items 
i.e. improve the x2 value. Precise records are provided 
by the entire CFA tests for the final model, namely: 
factors loading, reliability, and fit indices. From this time, 
making the SEM model adopted in this study is based 
on the entire 30 items in the amended model. Figure 5 
demonstrates the final SEM model, and the hypotheses 
can be also tested in the current study. [Intention=IN, 
Attitude=AT, Usefulness=UF, Ease of use=EU, Flow of 
experience=FE, Application Charactertics =AC, Privacy 
=PT, and Security =ST] 

 

Fig. 5. Structural Equation Model. 

Based on the above Figure 5, it can be noticed that all 
factor loading is above the acceptable cut point (> 0.5). 
For example, the factors loading of the flow of 
experience is 0.92, 0.85, and 0.89 for items FE1, FE2, 
and FE3 respectively. Also, the factors loading of the 
attitudes is 0.90, 0.93, 0.93, and 0.89 for items AT1, 
AT2, AT3, and AT4 respectively. As for the RMSEA test, 
it reaches 0.077 making it an acceptable coefficient to 
the study as it shows the fitness among the model 
items. The degree of adequacy of X2/df (4.014) is 
considered less than the cut value of 5. Accordingly, the 
model data are found as effective and operative to test 
the study’s research hypotheses. 
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This study is labeled as one of the directional 
relationships as it uses a significance level p-value of 
0.05 to test the effect of the relationship’s possibility in 
one/direct direction. The relationship of P-value that <= 
0.05 represents the acceptance of using the research 
hypotheses, while the P-value that > 0.05 represents the 
research hypotheses’ rejection. 
Table 1 summarizes the judgment on the direct 
hypotheses test based on the SEM analysis. The direct 
research hypotheses show that all hypotheses related to 
the security are rejected. Therefore, security does not 
affect the users' acceptance of M-government 
applications. On the other hand, all hypotheses related 
to privacy are partially supported, which presents the 
importance of privacy in the users' acceptance of M-
government applications. These results are helpful to 
update the research focuses. The privacy should be 
assured to enhance the users' acceptance of M-
government applications. 

Table 1: Judgment on the direct hypotheses test. 

Hypotheses P-value Supporting 

H1 H1a: >0.05 
H1b: >0.05 

Rejected 

H2 H2a: not significant 
H2b: <0.05 

Partially supported 

H3 > 0.05 Rejected 

H4 > 0.05 Rejected 

H5 <0.05 Partially supported 

H6 <0.05 Partially supported 

According to [10, 23], as an approach, SEM is more 
applicable to regression techniques for testing the 
mediation effect because the SEM technique allows 
modeling of both measurement and structural 
relationship and generates overall fit indices. The study 
used a bootstrapping approach as recommended by [9] 
to test the research hypothesis H7. Table 2 summarizes 
the paths analysis of the mediating effects between the 
study variables, which reflect the test of research 
hypothesis #7.  The paths analysis shows that all 
mediating paths related to the security are not 
significant (P-value < 0.05), while all the paths that are 
related to the privacy are significant (p-value <0.05). 
This represents the partial support of H7. 

Table 2: Paths test for H7 research hypothesis. 

Specific Indirect 
effect 

Estimate Lower Upper 
P-

value 

Privacy-> 
Usefulness-> 

Intention 
-.047 -.095 -.004 .054 

Privacy-> Ease of 
use-> Intention 

-.010 -.029 .000 .049 

Privacy-> 
Usefulness->Attitude 

-.050 -.101 -.004 .044 

Privacy-> Ease of 
use-> Attitude 

-.024 -.053 -.001 .046 

Security -> 
Usefulness-> 

Intention 
-.050 -.137 .026 .264 

Security -> Ease of 
use-> Intention 

-.012 -.036 .005 .253 

Security -> 
Usefulness-> Attitude 

-.053 -.142 .027 .264 

Security -> Ease of 
use-> Attitude 

-.029 -.074 .010 .221 

Based on the above Table 2, the P-value 0.264 shows 
the mediating effect of the usefulness on the 
relationship between the security and the intention of 
using the M-government applications. On the other 
hand, the P-value 0.243 for the mediating effect of the 
ease of use on the relationship between the security 
and the intention of using the M-government 
applications. Moreover, the P-value 0.264 for the 
mediating effect of the usefulness on the relationship 
between the security and the attitudes toward the use of 
the M-government applications. Furthermore, the P-
value 0.221 for the mediating effect of the ease of use 
on the relationship between the security and the 
attitudes toward the use of the M-government 
applications. The entire security paths have not shown 
any significant results because of the effect of the weak 
significance of the P-value (> 0.05). Thus, the security 
has no effects on the users' acceptance of M-
government applications. 
In the context of the paths of privacy, the P-value 0.054 
for the mediating effect of the usefulness on the 
relationship between the privacy and the intention of 
using the M-government applications. On the other 
hand, the P-value 0.049 for the mediating effect of the 
ease of use on the relationship between the privacy and 
the intention of using the M-government applications. 
Moreover, the P-value 0.044 for the mediating effect of 
the usefulness on the relationship between the privacy 
and the attitudes toward the use of the M-government 
applications. Furthermore, the P-value 0.046 for the 
mediating effect of the ease of use on the relationship 
between the privacy and the attitudes toward the use of 
the M-government applications. All of the privacy paths 
are provide significant results due to significant P-value 
(< 0.05). Therefore, the privacy effects on the users' 
acceptance of M-government applications. 
Consequently, the research hypothesis H7 partially 
supported, and the result matched with the direct 
hypotheses that explained in the previous section. As a 
conclusion of the research hypotheses, the users' 
acceptance of M-government applications affected by 
the privacy trust, while the security trust does not affect 
users' acceptance of these applications. These results 
may due to many reasons such as the following: 

1. The privacy methods such as passwords are 
intangible for the users, while the security 
methods like encryption are not intangible for 
the users. Thus, users provide more attention 
to privacy. 

2. The security methods are surrounded by many 
technical sues and cannot be understood 
easily by traditional users while the traditional 
users can understand the privacy methods (i.e. 
provide strong passwords).    

3. The M-government applications in Jordan are 
still in the earlier stages and these applications 
just provide information rather than real actions 
such as payments. Hence, the users are afraid 
of illegal access to their accounts (privacy) 
more than their concerns of damage or stealing 
their data (attacks related to the security). 

VII. CONCLUSION AND FUTURE WORK 

In a nutshell, the main focus of the study lies in the 
effect of motivation on the relationship between the 
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attitudes and difficulties using the M-government 
applications. The study constructs the conceptual model 
adopted in this study by using standard TAM. The 
method of the questionnaire is used to collect the 
required data. 513 Jordanian citizens have been the 
main source to collect the data needed for this study. In 
this study, the SEM analysis is used to test seven 
related research hypotheses using the AMOS tool. The 
results attained show that the concerns related to the 
privacy and security features affect the concept and 
feeling of motivation to use M-government applications. 
Privacy should be assured to enhance the acceptance 
of M-government applications. Although security is 
important, the citizens do not believe that security has 
some effects on the acceptance level of the M-
government application. This is due to a weak 
understanding of technical security uses by traditional 
users. In the future, quantitative data could be collected 
from experts to propose the technical privacy model of 
M-government applications. 
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